Error! No text of specified style in document.
1
Error! No text of specified style in document.

3GPP TSG-SA WG2 Meeting #121 
S2-173846
Hangzhou, PRC, 15 - 19 May 2017
revision of S2-173142, S2-172298, S2-171895
	

	pCR

	

	
	23.501
	
	
	rev
	-
	Current version:
	0.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Replacing “5G-(R)AN” by “NG-(R)AN”

	
	

	Source to WG:
	MediaTek Inc.

	Source to TSG:
	N/A

	
	

	Work item code:
	5GS-Ph1
	
	Date:
	2017-05-09

	
	
	
	
	

	Category:
	
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	RAN#75 agreed to use NG-RAN instead of 5G-RAN

	
	

	Summary of change:
	NG-RAN is introduced instead of 5G-RAN

5G-AN is left untouched

(No change is made to 5G-CN)

Revision: Abbreviations “AN” and “RAN” removed from the list of abbreviations (already in 21.905). Note on opaque abbreviation removed.

	
	

	Consequences if not approved:
	Misalignment between specifications

	
	

	Clauses affected:
	Annex A (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


**** FIRST CHANGE ****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.


5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.

Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.
Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice: A logical network that provides specific network capabilities and network characteristics.
Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.
Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service. The type of association can be IP, Ethernet or unstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how the set of services provided/exposed by a given NF.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5QI
5G QoS Indicator


AF
Application Function

AMF
Access and Mobility Management Function
AS
Access Stratum

CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name
GFBR
Guaranteed Flow Bit Rate

LADN
Local Area Data Network

MFBR
Maximum Flow Bit Rate
MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function

PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identity
QoE
Quality of Experience
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface5G
SDSF
Structured Data Storage Function

SMF
Session Management Function

SUPI
Subscriber Permanent Identifier
UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function

**** NEXT CHANGE ****

4.2.8.1
General Concepts to Support Non-3GPP Access

The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access.

Only the support of non-3GPP access networks deployed outside the NG-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause.

In this release of specification, 5G Core Network only supports untrusted non-3GPP accesses.

The N2 and N3 reference points are used to connect standalone non-3GPP accesses to 5G Core Network control-plane functions and user-plane functions respectively.

A UE that accesses the 5G Core Network over a standalone non-3GPP access shall, after UE attachment, support NAS signalling with 5G Core Network control-plane functions using the N1 reference point.

When a UE is connected via a NG-RAN and via standalone non-3GPP accesses, multiple N1 instances shall exist for the UE i.e. there shall be one N1 instance over NG-RAN and one N1 instance over non-3GPP access.
A UE simultaneously connected to the same 5G Core Network of a PLMN over 3GPP access and non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.
When a UE is connected to a 3GPP access of a PLMN, if the UE selects the N3IWF and the N3IWF is located in a PLMN different from the PLMN of the 3GPP access, e.g. a different VPLMN or the HPLMN, the UE is served separately by the two PLMNs. The UE is registered with two separate AMFs. PDU sessions over the 3GPP access are served by V-SMFs different from the V-SMF serving the PDU sessions over the non-3GPP access.

The PLMN selection for the 3GPP access does not depend on the N3IWF selection. If a UE is registered over a non-3GPP, the UE performs PLMN selection for the 3GPP access independently of the PLMN to which the N3IWF belongs.
Non-3GPP access networks shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces to 5G Core Network control-plane functions and user-plane functions via N2 interface and N3 interface, respectively.

A UE shall establish an IPSec tunnel with the N3IWF to attach to the 5G Core Network over untrusted non-3GPP access. The UE shall be authenticated by and attached to the 5G Core Network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G Core Network over untrusted non-3GPP access are described in 4.12.2 in TS 23.502 [3].

It shall be possible to maintain the UE signalling connection with the AMF after all the PDU sessions for the UE over the non-3GPP access have been released or handed over to 3GPP access.
N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.

Editor's note:
How QoS is supported via the N3IWF and untrusted non-3GPP accesses is FFS.
**** NEXT CHANGE ****

5.4.1.1
General

Reachability management is responsible for detecting whether the UE is reachable and providing UE location (i.e., access node) for the network to reach the UE. This is done by paging UE and UE location tracking. The UE location tracking includes both UE registration area tracking (i.e., UE registration area update) and UE reachability tracking ((i.e., UE periodic registration area update)). Such functionalities can be either located at 5GC (in case of CM-IDLE state) or NG-RAN (in case of CM-CONNECTED state).
The UE and the AMF negotiate UE reachability characteristics in CM-IDLE state during registration and registration update procedures.

Two UE reachability categories are negotiated between UE and AMF forCM-IDLE state:

1.
UE reachability allowing Mobile Terminated data while the UE is CM-IDLE mode.

-
The UE location is known by the network on a Tracking Area List granularity
-
Paging procedures apply to this category.

-
Mobile originating and mobile terminated data apply in this category for both CM-CONNECTED and CM-IDLE mode.

2.
Mobile Initiated Connection Only (MICO) mode:
-
Mobile originated data applies in this category for both CM-CONNECTED and CM-IDLE mode.

-
Mobile terminated data is only supported when the UE is in CM-CONNECTED mode.
Whenever a UE enters CM-IDLE state, it starts a periodic registration timer according to the periodic registration timer value received from the AMF during a registration procedure.
After the expiry of the periodic registration timer, the UE shall perform a periodic registration. If the UE moves out of network coverage when its periodic registration timer expires, the UE shall perform a registration update when it next returns to the coverage.
The AMF runs a mobile reachable timer for the UE. The timer is started or re-started with a value longer than the UE's periodic registration timer whenever the CM state for the UE changes to CM-IDLE. If this timer expires, the AMF can deduce that the UE is not reachable. However, the AMF does not know for how long the UE is not reachable, thus the AMF shall not immediately de-register the UE. Instead, the AMF should clear the PPF flag and start an Implicit De-registration timer, with a relatively large value.
NOTE:
the AMF considers the UE in CM-IDLE state always unreachable if the UE is in MICO mode (refer to clause 5.4.1.3).
With the PPF clear, the AMF does not page the UE and shall reject any request for delivering DL signalling or data to this UE.
If the Implicit De-registration timer expires before the UE contacts the network, the AMF implicitly de-register the UE.
**** NEXT CHANGE ****

5.4.2
UE reachability in CM-CONNECTED
For a UE in CM-CONNECTED state:
-
the AMF knows the UE location is on a serving (R)AN node granularity.

-
when the UE reachability is managed by the NG-RAN, the AMF may provide the UE reachability management policy information to the NG-RAN.

Editor's note:
Related content of the UE reachability management policy are FFS.
-
the NG-RAN notifies the AMF when UE becomes unreachable from RAN point of view.
Editor's note:
The other case of UE reachability detection is FFS. Editor's note:
how the AMF is notified is FFS.
NOTE 1:
How to do the RAN level reachability detection is to be decided by the RAN WG.
**** NEXT CHANGE ****

5.7.1
General Overview

The 5G QoS model supports a QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).

The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, non-IP PDUs and Ethernet frames. The QFI shall be unique within a PDU session.

NOTE 0:
Policing of User Plane traffic (e.g. MFBR enforcement) is not regarded as QoS differentiation and is done by UPFs on an SDF level granularity.
Each QoS flow (GBR and Non-GBR) is associated with the following QoS parameters (parameter details are described in clause 5.7.2):
-
5G QoS Indicator (5QI),
-
Allocation and Retention Priority (ARP).

Each GBR QoS flow is in addition associated with the following QoS parameters (details are described in clause 5.7.2):

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) - UL and DL;

-
Notification control.

Two ways to control QoS flows are supported:

1)
For non-GBR QoS flows with standardized 5QIs, the standardized 5QI value is used as QFI as defined in clause 5.7.4 and the default ARP is used. In this case no additional N2 signaling is required at the time traffic for the corresponding QoS flows start, or;
2)
For GBR and non-GBR QoS flows, all the necessary QoS Parameters corresponding to a QFI are sent as QoS profile to (R)AN either at PDU Session establishment or QoS flow establishment/modification.

Editor's Note: Whether beyond the standardized 5QIs, also pre-configured 5QI values can be further used as QFI values is FFS.

The QoS parameters of a QoS flow are provided to the (R)AN as a QoS profile over N2 at PDU Session or at QoS flow establishment and when NG-RAN is used at every time the User Plane is activated. QoS parameters may also be pre-configured in the (R)AN for non-GBR QoS flows (i.e. without the need to be signalled over N2).
The UE performs the classification and marking of UL User plane traffic, i.e. the association of uplink traffic to QoS flows, based on QoS rules. These rules may be explicitly signaled over N1 (at PDU Session establishment or QoS flow establishment), pre-configured in the UE or implicitly derived by UE from reflective QoS. A QoS rule contains a QoS rule identifier, the QFI of the QoS flow, and a QoS flow template (i.e. the set of packet filters and corresponding precedence values associated with the QoS flow).
Editor's note:
It is FFS whether it is beneficial to change QoS flow templates such that there is one precedence value per QoS flow template to align with SDF templates.
A default QoS rule is required for every PDU session. The default QoS rule shall be the only QoS rule of a PDU session which is allowed not to have a QoS flow template. If the default QoS rule does not contain a QoS flow template, the default QoS rule defines the treatment of packets that do not match any QoS flow template of any QoS rule in a PDU session.
Editor's note:
It is FFS whether there, in addition, is a need for pre-authorized QoS rules be provided to the UE.
The SMF allocates the QFI for every QoS flow and derives its QoS parameters from the information provided by the PCF. When applicable, the SMF provides the QFI together with the QoS profile containing the QoS parameters of a QoS flow to the (R)AN. The SMF provides the SDF template (i.e. the set of packet filters associated with the SDF received from the PCF) together with the SDF precedence and the corresponding QFI to the UPF enabling classification and marking of User Plane traffic. When applicable, the SMF generates the QoS rule(s) for the QoS flow by allocating QoS rule identifiers, adding the QFI of the QoS flow, setting the QoS flow template using one or more SDF template(s). The QoS rules are then provided to the UE enabling classification and marking of UL User Plane traffic.

The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in Figure 5.7.1-1.
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Figure 5.7.1-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources
In DL incoming data packets are classified based on SDF templates according to their SDF precedences. The CN conveys the classification of the User Plane traffic belonging to a QoS flow through an N3 (and N9) User Plane marking using a QFI. The AN binds QoS flows to AN resources (i.e. Data Radio Bearers in case of in case of 3GPP RAN). There is no strict 1:1 relation between QoS flows and AN resources. It is up to the AN to establish the necessary AN resources to map the QoS flows to DRBs  so that the UE receives the QFI (and reflective QoS (see clause 5.7.5) may be applied).

In UL, the UE classifies packets based on the QoS flow template in the QoS rules and conveys the classification of the User Plane traffic belonging to a QoS flow through a User Plane marking using the QFI in the corresponding QoS rule. The UE binds QoS flows to AN resources.

The UE evaluates for a match, first the uplink packet filter amongst all packet filters in the QoS rules that has the lowest evaluation precedence index and, if no match is found, proceeds with the evaluation of uplink packet filters in increasing order of their evaluation precedence value. This procedure shall be executed until a match is found or all uplink packet filters have been evaluated. If a match is found, the uplink data packet is marked with the QFI that is associated with the matching packet filter. If no match is found and the default QoS rule contains one or more uplink packet filters, the UE shall discard the uplink data packet.
The following characteristics apply for processing of Downlink traffic:

-
UPF maps User Plane traffic to QoS flows based on the SDF templates
-
UPF performs Session-AMBR enforcement and also performs PDU counting for support of charging.

-
UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for reflective QoS activation in the encapsulation header.

-
UPF performs transport level packet marking in downlink, e.g. setting the DiffServ Code point in outer IP header. Transport level packet marking may be based on the 5QI and ARP of the associated QoS flow.
-
(R)AN maps PDUs from QoS flows to access-specific resources based on the QFIand the associated 5G QoS characteristics and parameters, also taking into account the N3 tunnel associated with the downlink packet.

NOTE 1:
Packet filters are not used for binding of QoS flows onto access-specific resources in (R)AN.

-
If reflective QoS applies, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet, and the QFI of the derived QoS rule is is set according to the QFI of the DL packet.

Following characteristics apply for processing of uplink traffic:

-
UE uses the stored QoS rules to determine mapping between UL User Plane traffic QoS flow. UE transmits the UL PDUs using the corresponding access specific resource for the QoS flow based on the mapping provided by RAN.

-
(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN determines the QFI value, which is included in the encapsulation header of the UL PDU, and selects the N3 tunnel.

-
(R)AN performs transport level packet marking in the uplink, transport level packet marking may be based on the 5QI and ARP of the associated QoS Flow.

-
UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE (e.g. in case of reflective QoS).
-
UPF performs Session-AMBR enforcement and counting of packets for charging.

For UL Classifier PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
For multi-homed PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
NOTE 2:
The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the downlink traffic for the PDU session exceeding the DL Session-AMBR.
The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a session-AMBR.

Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate. MBR per SDF is mandatory for GBR QoS flows but optional for non-GBR QoS flows. The MBR is enforced in the UPF.
**** NEXT CHANGE ****

5.10.2.1
Signalling Security

When a UE is connected via a NG-RAN and via a standalone non-3GPP accesses, the multiple N1 instances are secured using independent NAS security contexts, each created based on the security context in the corresponding SEAF (e.g. in the common AMF when the UE is served by the same AMF) derived from the UE authentication.

Editor's note:
This conclusion may need to be revisited after SA WG3 discussion.
**** NEXT CHANGE ****

5.15.1
General

A Network Slice may include:

-
the Core Network Control Plane and user plane Network Functions, as described in clause 4.2,
-
the NG-RAN described in TS 38.xxx [x],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.
Network slicing support for roaming is described in clause 5.15.6.
Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.

A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.

Editor's note:
The following text is FFS:
-
The AMF discovery and selection for the set of slices for a UE is triggered by the first contacted AMF in a registration procedure and it may lead to change of AMF. SMF discovery and selection is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks.

A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

**** NEXT CHANGE ****

5.16.3.2
IMS voice over PS Session Supported Indication

The serving PLMN AMF shall send an indication toward the UE during the Registration procedure if an IMS voice over PS session is supported. The serving PLMN AMF uses this indicator to indicate to the UE whether it can expect a successful IMS voice over PS session with a 5G QoS Flow that supports voice as specified in clause 5.7. A UE with "IMS voice over PS" voice capability should take this indication into account when establishing voice over PS sessions.

The serving PLMN provides this indication based e.g. on local policy, HPLMN and how extended NG-RAN coverage is. The serving PLMN shall indicate to the UE that the UE can expect a successful IMS voice over PS session only if the AMF has the knowledge that the serving PLMN has a roaming agreement for IMS voice with the HPLMN of the UE. This indication is per Registration Area list.

Editor's note:
Interactions between the AMF and UDM for T-ADS, if required, are FFS.
Editor's note:
If interactions between the AMF and RAN to determine functionality equivalent to Voice Support Match Indicator of EPC are needed, they are FFS.
**** NEXT CHANGE ****

8.3.1
User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.
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Legend:

-
PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-
5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N3 (i.e. between AN and 5GC) or over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack

Editor's note:
The details of encapsulation header should be updated according to the protocol chose/defined in stage 3.

-
AN protocol stack: This set of protocols/layers depends on the AN:
-
When the AN is a 3GPP RAN, these protocols/layers are defined by the 3GPP RAN

Editor's note:
The details of RAN protocol stacks depend on the decision of RAN WG and will be updated later.

-
When the AN is an Untrusted non 3GPP access to 5GC the 5G-AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the AN protocol stack is defined in clause 8.3.3.
-
UDP/IP: These are the backbone network protocols.

NOTE 1:
The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.. For the IP type PDU session, the UPF acting as PDU session anchor is the IP anchor point of the IP address/prefix allocated to the UE.
NOTE 2:
The "non PDU anchor session" UPF depicted in the Figure 8.3.1-1 is optional.
NOTE 3:
The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).

In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.

NOTE 4:
Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.

**** NEXT CHANGE ****

8.3.2
User Plane for untrusted non 3GPP Access
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Legend:

-
PDU Layer: As defined in Figure 8.3.1-1

-
5G UP Encapsulation: This protocol tunnels user data between N3IWF and the UPF. This tunnel is per PDU session.
-
The N3IWF relays the user data between per PDU session IPsec tunnel over NWu and corresponding N3 tunnel.
Figure 8.3.2-1: User plane via N3IWF
Editor's note:
The protocol stack for N3 is FFS and should be confirmed with RAN WG3.
**** NEXT CHANGE ****

B.2
Non-Roaming Reference Architecture

Figure Y.2-1 shows architectural support for location services for non-roaming scenarios using a point to point (P2P) reference point representation.

Editor's note:
The architecture for the service based representation is FFS.

Only entities directly relevant to location services are shown.
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Figure B.2-1: Non-roaming reference architecture for Location Services

Editor's note:
It is FFS whether the NGLs reference point includes the GMLC or AMF

B.3
Roaming Reference Architecture

Figures B.3-1 shows the architectural support for location services for roaming scenarios using a point to point (P2P) reference point representation.

Editor's note:
The architecture for the service based representation is FFS.

Only entities directly relevant to location services are shown.
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Figure B.3-1: Roaming reference architecture for Location Services

Editor's note:
It is FFS whether the NGLs reference point includes the GMLC or AMF.
B.4
Reference Points

The following reference points are defined for location services.

NGLh:
Reference point between a GMLC and the HSS.

NGLg:
Reference point between a GMLC and either an AMF or LMF or both (see note).

NGLs:
Reference point between an AMF and LMF and between the VGMLC and LMF.

NOTE:
It is FFS whether the NGLg interface includes an AMF or LMF or both.

B.5
LMF Functions

The LMF includes the following functionality (see note):

-
Supports location determination for a UE.

-
Obtains downlink location measurements or a location estimate from the UE.

-
Obtains uplink location measurements from the NG-RAN.

-
Obtains non-UE associated assistance data from the NG-RAN.

NOTE:
Additional functions of the LMF are FFS.
**** NEXT CHANGE ****

D.2.4.1
Network initiated session release - P-CSCF initiated after loss of radio coverage
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Figure D.3: Network initiated session release - P‑CSCF initiated after loss of radio coverage

1.
In case of NG-RAN, loss of radio coverage causes the GFBR QoS flow resources to be released in the network and PCF and P-CSCF are notified appropriately.

2.
The P‑CSCF decides on the termination of the IMS session. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing IMS session with that specific UE. If the P‑CSCF decides to terminate the IMS session. This is then indicated to PCF, which removes the authorization for resources that had previously been issued for this endpoint for this session. (see PCC reference TBD).
The following steps are only performed in case the P‑CSCF has decided to terminate the session.

3.
The P‑CSCF generates a Release (Bye message in SIP) to the S‑CSCF of the releasing party.

4.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session. The S‑CSCF of the releasing party forwards the Release to the S‑CSCF of the other party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session. The S‑CSCF of the other party forwards the Release on to the P‑CSCF.

6.
The P‑CSCF removes the authorization for resources if they have previously been issued for this endpoint for this session. The P‑CSCF forwards the Release to the UE.
7.
The UE responds with a SIP OK to the P‑CSCF
8.
Depending on the Bearer Control Mode selected for the IP‑CAN session, the release of previously reserved resources shall be initiated either by the UE or by the IP‑CAN itself. The SIP OK message is sent to the S‑CSCF.

9.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

10.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.
**** NEXT CHANGE ****

D.8
Geographical Identifier

A network which requires the Geographical Identifier to be generated in the IMS may implement a mapping table between a NG-RAN cell identifier received as part of Access Network Information) and a Geographical Identifier. The P-CSCF or an IMS AS may then, based on operator policy, use this mapping table to convert the user location into a Geographical Identifier, and insert the Geographical Identifier in the SIP signalling, thus enabling routing decision in downstream IMS entities or interconnected network.

Editor's note:
The correct naming of the NG-RAN cell identifier TBD.

**** END OF CHANGES ****
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